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• flexibility, which gives the opportunity to learn anytime, anywhere, 
from teachers from any school, any continent; 

• openness provides constant feedback from the teacher, colleagues, 
the ability to maintain communication on the forums, online; 

• individual approach - the pace and volume of development of 

educational material, depending on the personal characteristics of 

students. It gives a possibility to combine different models. 

This is a large-scale strategy that helps break stereotypes inherent in 

the traditional system of higher education. It gives teachers the 

opportunity to reach students in ways that were previously impossible. 
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  “Comments of the United States of America to the 

Draft Comprehensive Study on Cybercrime, August 22, 2016” [1].  
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    є   ’  
 cyber   crime.     

,  [2]  , '   
  [3]  /   

   cybercrime     
 .     є 

   119 ,  є 1,8%  
     (6774).   ,  

 cybercrime є ’є ,     
. 

    cybercriminals / ,  
є   ’   cyber    

criminal/ ,  : Change is the only constant in 

cybercrime as cybercriminals exploit new communications methods and 

technological changes on the Internet –     
   cybercriminals/ ,   

,        
 . 

     cybercrime 

   : ( )   

   : cybercrime (   ) 
+ , : 1) cybercrime prevention; 2) cybercrime 

standards; 3) cybercrime legislation; 4) the cybercrime study; ( ) 
є   : to address cybercrime; to 

respond to cybercrime; to combat cybercrime; to enact national 

cybercrime legislation; prioritize cybercrime.  

     : a (new) instrument on 

cybercrime  the fight against cybercrime  ,   
    :  

 є     –  
    ,   є  

 –   .  ,  
 a (new) instrument on cybercrime    

        
       

– a new international instrument on cybercrime.   
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 global  legal: Finally, the Draft Study concludes that multiple 

law enforcement information-sharing networks and a degree of variance 

in procedural cooperation safeguards are challenges that must be 

overcome via a new global legal instrument on cybercrime. 

      
the fight against cybercrime (4 ),  є  

,  є     .  
: 1) Contrary to some views expressed in prior Expert Group 

meetings, even as the threat evolves, the fight against cybercrime has not 

stood still but continues to improve; 2) The fight against cybercrime is a 

top priority among governments in virtually every multilateral body; 3) 

The questionnaire’s raw data could assist the Expert Group in assessing 
global strengths and weaknesses in the fight against cybercrime. 

  ,  є   
 the fight against cybercrime,    

   , є   
     : It would 

be unfortunate if repeated references in the Draft Study to a new global 

instrument distract countries from a more appropriate focus on improving 

their internal capacity to permit them to strengthen their domestic 

security and engage fully as equal and effective partners in the fight 

against cybercrime.  

      
cybercrime     ,  : 
( ) -     cybercrime; 

( ) -    :  
cybercrime (   ) + : ( )  

-     
 cybercrime, : 1) a potential lack of understanding of 

cybercrime; 2) national responses to cybercrime; 3) regional instruments 

on cybercrime; ( )  -   
 :  cybercrime (   ) + , 

: 1) discussions concerning the cybercrime study; 

2) membership in a multilateral cybercrime instrument; 3) harmonization 

of cybercrime laws. 
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Radu A. I. CHARACTERISTICS OF TERMINOLOGY 

UNIVERSALIZATION IN THE CONTEXT OF GLOBALIZATION 

The article deals with the problems of the terminological lexis 

functioning in professional communication in the context of increasing 

globalization processes. Under globalization different professional 

spheres fuse with the cyberspace.  

Special attention is devoted to the study of the universalization of 

terminology in the sphere of fighting cybercrime. Under terminology 

universalization the author means the tendency to use terminological units 

that denote certain objects and phenomena of the objective reality in time 

and space and have both a recognizable verbal form and unified general 

meaning, when the latter is clear and understandable to all the 

professionals irrespective of the country they live and which is interpreted 

by them alike. 
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The study has proven that the discourse of international legal 

activities aimed at fighting cybercrime is characterized by the use of the 

terminological lexis formed on the basis of legal and computer 

terminologies fusion. 

Key words: terminological lexis, professional communication, 

globalization, universalization of terminology  
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